
Subject: Re: ip_conntrack: CT 0: table full, dropping packet.
Posted by mavines on Tue, 27 Oct 2009 10:59:59 GMT
View Forum Message <> Reply to Message

Thanks for the answer. Obviously I did the google search for my problem. I thought it is attack -
but really it is not. Even my own connections to server stays in the /proc/net/ip_conntrack for long
time. As I told, I was increasing the /proc/sys/net/ipv4/ip_conntrack_max even 4x, but still this
does not fix the issue. Further more, as soon as OpenVZ (service vz restart) restart - the
/proc/sys/net/ipv4/ip_conntrack_max comes back to initial value. Even though I have it hard
written in the /etc/sysctl.conf file. So, I am actually not able to fix the issue myself. I was trying to
do this for 2 weeks long and still no good solution. Most of google search advices to increase max
conntack number. I did so. Others tell that this is possibly attack - I've blocked almost the whole
internet - still nothing - conntrack stack gets full once per day. So, I hope OpenVZ gurus can
advice something here.

Thanks and regards,
Maksym.
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