
Subject: Re: HN iptables blocking http acces
Posted by rickb on Fri, 01 Jun 2007 07:31:23 GMT
View Forum Message <> Reply to Message

yes, agreed. This is how almost every firewall config works. allow a,b,c and disallow d-z.
However, if the admin doesn't know what a,b,c are, its not going to work. 

so, your question is more of a business logic one, and that is, what services do you want to offer
with your vps? Once you know that, create a list of the ports and protocls they use (smtp- 25tcp,
dns 53tcp/udp, etc) and create allow rules to pass them through. then, add your reject rule at the
end.

bottom line, when you add your reject rule without and allow rules, its like unplugging the network
cable. this isn't specific to openvz, its just basic firewall theory.
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